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MEMORANDUM FOR THE VICE passrozuxg |
THE SECRETARY“@Q@STATEk
THE SECRETARY OF TREASURY
THE SECRETARY QF Dsggnsz
THE ATTORNEY GENERAL
THE SECRETARY/ %gﬁANSPORTATION
THE SECRETARY OE!ENERGY
THE DIRECTGRymQFFICE OF MANAGEMENT AND BUDGET
THE DIRECTOR OF CENTRAL INTELLIGENCE
CHIEF OF STAFF TO THE PRESIDENT
CHAIRMAN, JOINT CHIEFS OF STAFF
DIRECTOR, OFFICE OF SCIENCE & TECHNOLOGY POLICY
DIRECTOR, FEDERAL BUREAU OF INVESTIGATION
DIRECTOR, FEDERAL AVIATION ADMINISTRATION
DIRECTOR, NATIONAL SECURITY AGENCY
DIRECTOR, FEDERAL EMERGENCY MANAGEMENT AGENCY
DIRECTOR, DEFENSEmINTELLIGENCE AGENCY
DIRECTOR, ,DEFENSE COMMUNICATIONS AGENCY
MANAGER, sNATTONAL COMMUNICATIONS SYSTEM
CHAIRMAN INTEUFGENCE COMMUNITY STAFF
DIRECTOR) DEFENSE MOBILIZATION SYSTEMS
PLANNigG Acrxvrrz§
DIRECTOR; WHIJE HOUSE MILITARY OFFICE
CABINET‘%ECRET,Rxﬁyooﬁﬁ%TIc POLICY COUNCIL

SUBJECT: National Secug%'y Information and Situation
Managemernt Systemﬁ?NSI&SMS) )

The President has approved%= a;tached National Security
Decision Directive (NSDD). This NSDD establishes and updates
guidelines for sustaining and improving the nation’s crisis
situation and information management capabilities. It
codifies the oversight, coordinating, and procedural aspects
of the NSI&SMS. (S)

FOR THE PRESIDENT:

Attachment:
NSDD-314

Decla551fy on: OADR
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SYSTEM II 1
TOP SECRET - THE WHITE HOUSE 90638 |
wﬁsmnNGTON |
September 8, 1988
. { E %
NATTONAL SECURTTY vsc:swux 4y
DIRECTIVE NUMBER 314 % - .7 ;

THE NATIONAL SECURITY INPORNATION AND SITUATION MANAGEMENT
SYSTEM (NSI&SMS) (C) ’ ;

This directive updates pol «and gquidelines for sustalnLng and
improving the nation’'s &Fi ‘ﬁanaqement capability in support
of the President, the National Security Council (NSC), and the
interagency community. It builds on the technical progress
achieved since signature of NSDD 95 in May 1983, and codifies

| the oversight, coordination, and procedural dimensions of a

| National Security Information and Situation Management System
(NSI&SMS), consistent with the responsibilities assigned to
Executive departments and agencies under current law and
Presidential directives, e, NSC structure and process
approved in NSDD 266 and_

NSDD 95. (s) ;

Background

Zechnical and procedural
ent and agency operations
the Crisis Information and

Management System (CIMS) and was;designed to sustain effective
and uninterrupted crisis @’

agemént by providing a means of
recording and disseminatii déguate and timely intelligence,
information, analyses, and policy options in a form usable by
top-level decision makers. This system was to include rigorous
mechanisms for accessing, preserving and archiving historical
data and associated decisions. It was also intended to ensure
a coordinated flow of information from the White House and
other CIMS operations centers to Continuity of Government (COG)
elements to support, if required, an orderly, constitutional
devolution of respon51b111t1es in conditions of extreme crisis.
(TS) e N

Implementation of NSDD- 95 in. con]un_,lon with associated
department and agency technxcal upgrades, significantly
improved the nation’s ablllty to respond to crises. The CHOSUN
project, now referred to as:.the Securé Video Teleconferencing
System (SVTS), created a secure,'multl media telecommunications
system for exchanging information. The urgent focus of CIMS
was on communications andﬂéoordinaglon among principals in
crises up through the prospect of 'nuclear attack. NSDD 95 has
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now- established a foundation for futrther improving and
codifying interagencygioorgindﬁggn procedures. In addition,
the opportunity to build on the eéxisting SVTS infrastructure
applies not only at the wdrking levels of crisis operations but
also across a spectru@§of%@ailx@ﬁctijities during peacetime.
(s) 3 ° i g

4
A National Security Information afid Situation Management System
(NSI&SMS) is required to reap fully the broader benefits of the
new technology and facilities that were introduced initially
for top-level crisis managément’ alone. This directive codifies
a process incorporatingdimpEdvements made to date and addresses
the requirements for effective interagency coordination in the

future. The principles and longer-term objectives of the
NSI&SMS are outlined below. (C)

Policy Principles

The NSI&SMS is an interagency network of people, facilities,
equipment, information resoiTéésynplans, policies and
procedures designed to pfévide forii(l) support to national-
level decision makers jifi moniteri ational security.
situations and in considering, i f}nting, or reporting on
any U.S. response; andf(2)¥a rapid and continuous flow of
information regarding}haté&nal security situations across a
ok O . :
spectrum from peacetlm%\ac€§§%§¥§thtgygh reconstitution
following nuclear attack (89 P

The purpose of the NSI&SM , gontinue supporting the
national leadership with thg’be§%§énd most timely information

possible, ensuring that theipolicy and decision making process
will not be impaired by a;

L kiof information, procedures for
coordination, or secure ¢o ‘tations and data transmission

‘capabilities. To the maximum possible extent, the interagency

process used to support decision-making during crisis
situations shall involve the same trained personnel, reliable
equipment, and familiar procedures approved for use on a daily
basis. This principle applies to periods of international
tension or crisis and, to the extent possible, to domestic
emergencies, such as natural disasters, terrorism, or
technological hazards, thagﬁ%ﬁ?@“ fect national security
interests. (C) e )

A

‘operating,»improving and modernizing the
NSI&SMS shall seek toﬁ%nsuie intetoperability among the family
of Continuity of Goveéﬁmenﬁl(COG)%proérams, the Nuclear Command
and Control System (NCCS), National Sécurity Emergency
Preparedness (NSEP) plans, the"National System for Emergency
Coordination (NSEC) concept.as it may be implemented, and other
key programs. In this sense,?interoperability requires
extensive interagency coordination to provide for essential
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elements of information, ptocedutes, interactive systems, and
other components necessary to suppo:t effectively
national-level decxsxon making " (TS)

The continuous, effect1ve opetation ef the NSI&SMS is crucial

and requires each ageﬁcy S. understand1ng of its individual role

in the interagency ptOCess ”Enhancﬁhg the integration of
existing operations and’ intellxgenée centers shall be achieved
through measured xmprovements that have been identified as. user
requirements through the 1nteragency process. Executive
departments and agencies will bu install,
operate, and maintain compatible equipment and capab111t1es,

i

and share appropriately“'h“"b%t of system improvements that

may be required to sustain acceptable levels of integration-
within the NSI&SMS. (s)

Implementation

Leadership and oversight of the NSI&SMS shall be provided by
the NSC through the Crisis _Management Working Group (CMWG),
chaired by the NSC’'s Deg:',ﬁﬁkecutlve Secretary for Situation
Support. The CMWG shal ﬁfurther de relop the NSI&SMS and

g nd procedures for the
and dissemination of

”t and the NSC interagency

collection, coordinati
information in supponé

)-m

iby the Deputy Assistant to
Affairs. The PRG'Ss primary

1nteragency group which is ¢
the President for National ;S ¢

responsibility is to revi and»make recommendations concerning
national security policy /gloped through the day-to-day
functioning of the interagency process. PRG recommendations
are submitted for consideration of the National Security
Planning Group or the National Security Council, as
appropriate. As the subject matter may dictate, appropriadte
representatives from the Executive Office of the President and

other departments and agencies shall be included in meetings of
the PRG. (C)

The CMWG shall meet regulai 'ﬁ?he CMWG chair shall establish
a Steering Group to assist in develeplng and monitoring the
CMWG agenda. The Steerlng Group shall be primarily comprlsed
of senior representatives of Executlve departments and agencies
who regularly report to members of the PRG. Appropriate CMWG
Steering Group members, 1nfhupport of: their PRG principals,
shall meet at the outset of;, 70T~ durlng, a situation when
necessary to ensure effective 1nformat10n management and
coordination among operatxons and 1ntell1gence centers. (S)
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The, CMWG shall be the ptinc1pal interagency working group for

coordination and consideration, of national security policy |
recommendations concegnxngfthe 1ntegratxon and interoperability
of COG programs. (TS) g :

The CMWG shall: i%

relating to_ the" NSe&SMS,to ensure a system responsive

to national needs?? (S)

\
- Oversee fotmulatlon of pclxcy recommendations !
|
\

- Ensure that the.:wtﬂ nal security-related emergency |
respons1b111tf“s %é%fgned to individual departments i
and agencies under existing law, Presidential {
directive, executive order, and federal response
plans are mutually compatible, and that appropriate |
procedures for interagency coordination are available
and widely understood; (C)

- Ensure technical and operational capabilities are
maintained and 4 ed consistent with NSI&SMS

e

objectives;

- Ensure effectlve:* of
establlshlngf operatlnq, and modernizing the NSI&SMS;
promoting 1%}er%gency equ1pment compatibility; and
recommending; to%the PRG pthtltles for those
improvementsj tha@%gégﬁ enhance interagency
information £

- Ensure integrati %of the NSI&SMS with COG, NCCS,
NSEP, and other i teragency coordination systems
related to natigpnal securlty, without compromising
the integrity dg%Qprartmented information; (TS)

- Ensure that the NSI&SMS supports the Director of
Central Intelligence in monitoring and transmitting
information on the world situation in the context of
operational requirements for early warning; (TS)

- Identify for key departments and agencies the
essential element f.information required by the
President durlng%periods of extreme crisis, and
ensure the capablllty to-coordinate the flow of this
information at th épproprxate time among the White 1
House, Wash1ngton -area;operations and intelligence |
centers, and CQOG: elements, (TS) |

- Ensure that rgteroperable equipment and compatible
procedures arexestablished among relevant departments
and agencies to:suppert the COG effort; and (TS)
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